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I Unit 1: Introduction
a) Concept of Cyberspace
b) Evolution of Cyber Law
¢ UNCITRAL Model Law on E-Commerce, 1966

* India’s First Cyber Law: The Information
Technology Act, 2000

¢) Regulatory Provision of Cyber Law in India

*  Objectives of IT Act
e Salient Features

I Unit 2: Regulatory Framework

a) Relevant Definitions of IT Act (Sec. 2)

b) Need for Authentication of Electronic Records
* Digital and Electronic Signature (Chapter II)
*  Asymmetric Crypto System

*  Key Pair: Private & Public Key
c¢) E-Governance, Secure Electronic Records and Secure

Electronic Signatures (Chapter III & Chapter V)
d) Certifying Authorities (Chapter VI)
e) Cyber Appellate Tribunal
f) Liability of Intermediaries (Chapter XII)




I

Unit 3: Cyber Crimes and its forms
a) Definition of Cyber Crime, its characteristics and classification

b) Types of Cyber Crime

*  Hacking
*  Viruses
*  Phishing

*  Pharming

*  Trojan Horse

*  Cyber Stalking/Harassment
*  Cyber Pornography

*  Identity Theft & Fraud

*  Cyber Terrorism

*  Cyber Defamation

v

Unit 4: Introduction to Electronic Commerce
a) E-Commerce

*  Meaning, Emergence and Scope of E-Commerce

*  Models of E-Commerce Laws on E-Commerce

¢ UNCITRAL Model Law on E-Commerce, 1996
(principles)

b) Electronic Contracts
*  Fundamental Requirements of Offline and Online Contract

*  Types of E-Contracts
*  E-Contracts and Information Technology Act, 2000




Course Code: 221.1.3508

Course Title: Competition Law

Semester: 5" Sem LLB.

Module Topics
Number
I Module 1: Introduction to Competition Law, Evolution of
Competition Law (USA, UK, India)
1. Relevant provisions of Sherman’s Act, Clayton Act,

Federal Trade Commission Act, An overview of MRTP

Act, 1969, monopolistic trade practices, restrictive

trade practices,

2. Sachar Committee Report, High Powered Committee
on MRTP Act &amp; Company Act, Raghavan

Committee Report, Report of the Monopolies Inquiries

Commission, Govt. of India 1965 (Dr. Hazari Report)

I Module II: Anticompetitive Agreements

1. Development of law from MRTP to Competition Act
2002, aims, objects and salient features, comparison between
MRTP Act and Competition Act,

2. Anti-Competitive agreement - appreciable adverse
effect, horizontal and vertical agreements, effects doctrine;
prohibition of anti-competitive agreements

3. Concerted practices and parallel behavior, cartel and
cartelization, bid rigging and collusive bidding,




Tie-in-arrangements, exclusive supply agreement, resale price
maintenance agreement, protection of consumers.

I Module III: Abuse of dominant position and combinations.

1. Abuse of dominant position -relevant market,
predatory behaviour, predatory pricing,

2. Discriminatory practices, combination - value of
assets, turnover, acquisition, conglomeration, joint
venture, merger and amalgamation, notification

3. Interface between intellectual property laws and
Competition Laws, Principle of international
exhaustion.

v Module-IV Structure and powers of CCI

1. Competition commission of India - structure and
function of CCI

2. Regulatory role of CCI, composition, functions,
powers and procedure, award of compensation,
power to punish for contempt, execution of
orders.

\% Module-V Global perspective on Competition Law

1. International competition law issues, the need for
and benefits of international cooperation;

2. International cooperation and agreements, efforts
toward a multilateral agreement in trade and
commerce

3. Competition policy in the WTO, TRIPS, the Doha

Declaration, etc.
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